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Introduction 

Audit is at a crossroads. AI isn’t coming. It’s already here. And most audit teams aren’t 

ready. Tools are outdated. Risk models lag reality. And governance frameworks weren’t built for 

systems that evolve themselves. If audit doesn’t adapt, it won’t just fall behind. It’ll vanish from 

the conversation entirely. 

This book introduces the A3 Framework: a practical, strategic model that combines agile, 

AI, and audit. It’s designed to help auditors stay relevant and leaders govern responsibly, in a 

world where velocity and complexity have outpaced traditional controls. 

I didn’t expect to find myself in this space. Several years ago, a managing director asked 

me to coach eight internal audit teams. My first reaction? As fast as tech moves, will this role 

make my skills obsolete? But my deeper concern was bias, shaped by every stereotype I’d heard 

about auditors. I saw them as rigid, bureaucratic policy enforcers obsessed with Excel formatting 

rather than value creation. I also assumed that auditors weren’t exactly a creative crowd. I WAS 

SO WRONG. 

I’ve always believed that customers care more about the value a product delivers than the 

policies behind it. That’s the true return on investment. Sure, avoiding compliance fines protects 

customer trust. No one wants to bank with a company that's been fined or hire a builder with a 

bad safety rating. But policy dogma, especially in fast-changing technology landscapes, can 

become outdated by its third duplication. 

I ended up working with internal auditors for several years - and loved it. I had no idea 

how many types of audits existed or how much creativity was required to assess risk 



meaningfully. Like any field, success depended on the people. I met sharp, inventive auditors 

who completely challenged my assumptions. 

But I also saw a problem. Traditional audit practices weren’t keeping pace with digital 

transformation. Organizations today are digital by default, and slow, cumbersome audit methods, 

like handcrafting Visio diagrams or sending redundant emails, are outdated. (Were they ever 

effective?) Auditors needed to move faster and focus on what truly matters.  

That experience changed how I saw internal audit—and it opened my eyes to a bigger 

problem. Even the most forward-thinking audit teams were stuck using outdated tools and slow 

processes, just as AI was beginning to reshape everything from fraud detection to financial 

modeling. 

As I began to study AI more deeply, I saw the disconnect: leaders were investing in 

powerful AI systems, but few knew how to govern them. Auditors, meanwhile, were expected to 

assess risks they barely had tools to understand. 

The widening gap between what AI enables and what audit can assess, is what inspired 

this book. 

Instead of fixating on procedural checklists, they needed to ask, “What is the So What?” 

What are the real risks that keep CEOs up at night? 

As in many professions, some auditors initially resisted change—especially since the ideas 

I introduced originated in software development. I’d hear, “I’m not in cybersecurity,” or “I 

didn’t study computer science.” But I’d point out: we use tech every day—for banking, 

shopping, even navigating traffic—without formal training. You don’t need a specialist to check 

your phone bill online. (Though let’s be honest—sometimes that wouldn’t hurt.) 



Just as it took years for e-commerce to reshape industries, artificial intelligence (AI) is 

now driving change at a pace we can’t afford to ignore. 

 

Which brings us to this book. 

 

Whether you’re a leader or an internal auditor, AI is already shaping your career. You can 

fear it, or you can harness it—transparently and creatively—for good. But make no mistake: AI 

is here to stay. 

 

So: 

- How do you prepare for an AI audit? 

- And how do you use AI to audit? 

 

This book answers both. The A3 Framework blends Agile, AI, and Audit. This isn’t some 

future-state vision. It’s a practical response to an urgent need: helping leaders and auditors 

evolve their work to meet the realities of intelligent, adaptive systems. 

 

Leaders will learn the business case for educating their teams and building a safety-first 

culture, with core principles to guide AI governance. Auditors will gain a structured framework, 

and the AI literacy needed to assess risks, deliver assurance, and govern responsibly. 

 

Because AI isn’t coming. It’s already here. 

 

The real question is: How will your leadership shape its impact?  

 

Not just to guide it responsibly—but to unlock its full potential. 

 

How to Use This Book 

 



This book is structured around three mindset shifts that will shape how you think about 

audit, AI, and agility. These shifts are foundational—not just to reading this book, but to 

applying its insights in your real-world context. 

 

From Checklists to Curiosity. Modern auditing isn’t about rigid procedures—it’s about 

asking better questions, earlier. This shift means evaluating risks across the entire AI lifecycle: 

design, deployment, performance, and governance. 

 

From Fear to Fluency. Auditors don’t need to become data scientists—but they do need to 

understand enough to ask good questions. Fluency in AI lets teams evaluate risks confidently, 

not fearfully. 

 

From Compliance to Co-Creation. The best AI audits don’t come from the sidelines. 

They’re built collaboratively—with product teams, legal, risk, and audit shaping how systems 

are governed. 

 

Who This Book is For—and How to Navigate It 

 

This book is designed to meet different readers where they are—whether you’re 

sponsoring AI initiatives at the enterprise level or modernizing audit practices from within. 

 

For Leaders Sponsoring AI Initiatives 

 

If you’re focused on strategy, business value, and workforce impact: start with Part 1—to 

make informed AI investment decisions and set up governance safeguards. Then jump to Part 

3—for a high-level breakdown of how AI reshapes traditional technology governance. 

 

For Internal Auditors and Agile Audit Teams 

 



If you’re leading or working on an internal audit team: start with Part 2 – to explore how 

AI and agile techniques can make audits faster, smarter, and more relevant. Then continue with 

Part 3 – for specific tools to audit AI systems and evaluate emerging risks. 

 

You don’t need to be a tech expert or take endless courses. This book offers practical tools 

and frameworks to help you stay relevant, build trust, and lead responsibly—no matter your role. 

 

Why This Matters Now 

Auditing AI requires more than adapting existing methods—it demands a new way of 

thinking about risk, ethics, and accountability. 

 

The A3 Framework bridges that gap. It offers a structured, actionable approach that helps 

both leaders and auditors engage with intelligent systems before they cause unanticipated harm. 

 

By identifying emerging risks early, your organization can lead through change—not just 

react to disruption. 

 

The A3 Framework isn’t just a set of tools—it’s a way of thinking that grows with you. 

This inverted pyramid shows how different types of fluency are required at different levels of 

responsibility. 

Leaders need high-level clarity and transparency: What’s the intent? What’s the risk?  

 

What are the checkpoints? 

 

Practitioners need domain-specific depth to apply AI in context—across industries and 

internal audit functions. 

 

Individuals need enough understanding to use AI ethically and effectively, at work and at 

home. 



 

This Hierarchy of Learning, figure 1, helps teams identify where they are—and where they 

need to grow next. 

 
Figure 1. The A3 Framework Hierarchy of Learning 

 

This visual maps how fluency in AI and audit evolves by role—from personal use to 

system governance. 

 

It’s a useful model for seeing how responsibilities expand as AI maturity grows. But let’s 

be honest: not every organization takes such a structured path. Sometimes, who ends up on the 

“AI team” has less to do with strategy—and more to do with who was available, who spoke up 

first, or (I kid!) who had the right beard. 

 



 
Figure 2. AI audit team (p.s. I made this image with AI. All the male auditors have beards. And there are two sets of 

twins on the same team!) 

 

What You’ll Take Away 

 

The most effective audits no longer follow a script—they follow the risk. You’ll learn how 

to ask better questions that surface what truly matters. 

 

AI isn’t magic. It’s math, logic, and language—things auditors already understand. You’ll 

demystify the tech and develop enough fluency to audit it with confidence. 

 

The future of assurance isn’t reactive—it’s participatory. You’ll explore how to 

collaborate across silos and shape AI outcomes that align with purpose and policy.  



Part 1: Rethinking Internal Audit 

The world internal audit operates in has changed—but our mental models often haven’t. 

This section reframes audit’s role, purpose, and potential in a world shaped by disruption, rapid 

AI evolution, and increasing complexity. 

You’ll examine tensions between traditional audit cycles and the speed of change, explore 

how AI can amplify both risk and value, and learn why agile thinking matters more than any one 

framework. 

Whether you’re an experienced auditor or a C-level leader, these chapters lay the 

foundation for what’s next—introducing the A3 Framework as a systems-level response that 

prepares audit teams to meet the challenges ahead. 



Chapter 1: The Risk Changed. Did you? 

An acquaintance of mine recently posted on social media, thrilled to discover giant tulip 

trees she assumed were in Thailand. She was eager to visit and see them in person. Within 

minutes, the post attracted the usual keyboard critics—quick to correct or shame, often with 

unnecessary harshness. It’s easy to forget there’s a real person behind the screen; digital 

platforms embolden people in ways they’d never behave face to face. 

 

When I looked closely at the image, I spotted signs of AI generation: shadows inconsistent 

with the sun’s position, blurry edges, and tulips the size of watermelons. Despite this, the 

backlash she received wasn’t just about facts—it veered into cruelty, with comments about her 

intelligence and lack of research. We’ve all learned to ignore Nigerian prince emails—but plenty 

got duped back then. AI is the same. Some are already wary of what they see; others trust 

everything an AI tool outputs. 

 

Recently, I overheard two doctors chatting at a diner about their use of AI. One said it 

helped put "differentials" at his fingertips. I assumed he meant test result ranges—cholesterol, 

glucose, maybe—but later learned he meant “differential diagnoses,” which are lists of possible 

causes for a patient’s symptoms. That made me pause. Doctors often warn against self-

diagnosing via the internet. AI scrapes everything online—credible and questionable sources 

alike—and delivers it back in seconds. That’s powerful... and risky. 

 

Honestly? I’m tired of hearing about AI too. Can it help me plant a garden? Pull weeds? 

Sure, it can tell me which plants thrive where and recommend a landscaping service. But it can’t 

put its hands in the soil. Maybe that’s why I enjoy gardening—it’s tactile, seasonal, and 

grounded in real effort. Each year, I learn something new that helps the tomatoes grow better. AI 

can’t replicate that joy. (Also: you kids, get off my lawn.) 



 

One Big Idea 

AI isn’t a future risk—it’s a present one, already embedded in the systems, conversations, and 

decisions shaping your business. But most audit functions are still operating as if nothing’s 

changed. To stay relevant, auditors must evolve how they see risk, ask questions, and 

communicate across the widening gap between technology and trust. 

 

Bridging The Communication Gap 

Even if you haven’t actively researched AI, you’ve likely experienced it. Ads pop up based 

on your conversations. Streaming services nudge your next binge before you’ve finished the last 

one. It’s pervasive, ambient, and invisible. But who’s monitoring the AI trying to sell us digital 

tulip trees? (See what I did there?) 

 

I empathize with today’s leaders. If that’s you, I get it: on one hand, you fear missing out if 

you don’t invest in fast-moving technologies promising productivity and delivery boosts. On the 

other, you don’t want to earn an honorary data science degree just to avoid getting hoodwinked 

by vendors. 

 

Years ago, while juggling roles as a project manager and agile coach, I watched a 

developer walk into a VP’s office and ask, “I’m doing the totals in Python—should the back-end 

parameter be ‘group by company,’ ‘individual totals,’ or ‘summary total’? I could format it as a 

display string, or even JSON.” 

 

She blinked, turned to me, and with raised eyebrows silently asked, “What is he even 

saying?” 

 



I translated: “He’s asking how you’d like customer order totals displayed on the website—

by company, by individual, or both?” 

 

It wasn’t a question of intelligence; it was a language gap. AI conversations often fall into 

the same trap. Executives are expected to fund initiatives they barely understand. Technical 

teams struggle to explain value in terms that resonate with business leaders and sponsors. 

 

Internal Audit introduces yet another communication layer. AI may be brilliant at its tasks, 

but it doesn’t grasp the unique requirements of Internal Audit. Most executives are promoted 

based on deep industry expertise, not emerging technologies. Starting over is unappealing. 

Worse still, being audited on a rapidly evolving technology feels like being asked to hit a 

moving target. 

 

One leader compared investments to a dump truck driving down the highway full of cash: 

“It’s fine if a few bills fly off the top,” she said. “But I don’t want to see the whole thing tip 

over.” 

 

Leaders expect some loss at the edges—that’s the price of experimentation. But when 

teams move fast without mechanisms for feedback, what starts as a few dollars flying off the top 

becomes a full-scale wasted investment. Audit’s role isn’t to prevent every bump. It’s to help 

steer early—so we don’t send the whole dump truck off a cliff. 

 



Figure 3. A few bills flying off? Fine. A full tip-over? Not fine 

A little loss is part of the journey. But without good questions and early signals, the whole 

truck can end up in the wrong place. 

When Every Request Is A Big One 

So, what’s a leader to do? 

Demands are high. Costs are higher. In my world, constant adaptation is what keeps me 

relevant and ahead of the curve. Luckily, I’m naturally curious. Just-in-time delivery. Just-in-

time learning. 

But here’s the truth: not every AI initiative is worth pursuing. Not every promise pays off. 

You don’t need to become a data scientist overnight. But you do need to ask the right 

questions: 



• Is this AI solving a real business problem, or is it tech for tech’s sake? 

• Will it integrate with our existing systems, or are we creating a digital island? 

• Is it scalable, or a one-year wonder? 

• Is the ROI real—or is it just more servers and horsepower masking inefficiencies? 

 

What you need is transparency. Not just to track costs, but to understand value. Because 

investing in AI isn’t about trend-chasing—it’s about ensuring you're still ahead when the dust 

settles. 

* * * 

Turn Insight Into Action 

• Ask: What business problem does this AI initiative solve? 

• Review: Can our current systems support the integration? 

• Validate: Are we chasing ROI—or just hype? 

* * *  




